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2 0 2 2  t r a i n i n g  d a t e s

cyber security 
risk management

The ability to translate technical vulnerability knowledge into
security risks
The ability to correlate technically oriented risks into risks
analysed against business impacts
The ability to abstract a myriad of technical security
vulnerabilities into a risk assessment audience at a C-level
The ability to assess cyber risks when agencies outsource
some operations (e.g. cloud computing)
The ability to perform on reporting and decision making
requirements
“Quick wins”

Business and Organisation Executives
Risk Practitioners
IT Managers
Project and Program Managers
Board Directors
C-level Executives

Gain the confidence to perform a risk assessment of cyber security
risks and the ability to rate and assess business risks rather than
technical vulnerabilities.

This training is exclusive for AusCERT Members only for the price
of $750 (inc. GST) per person, per training course.

The course will be delivered online in two half-day sessions from
9am to 12:30pm on both days.

What you will learn:

Who will benefit?:

March 16th & 17th:   9am to 12:30pm both days 

June 13th & 14th:   9am to 12:30pm both days

September 1st  & 2nd:  9am to 12:30pm both days

November 3rd & 4th:   9am to 12:30pm both days

    (N.B.  AEST, non-dayl ight savings t ime)

    (N.B.  AEST, non-dayl ight savings t ime)


